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Formål og indhold

• Muligheder og planlægning af Cloud anvendelse

• Cloud "rammeværker" 

• Erfaring med at arbejde med Cloud i større virksomheder

• Cloud arkitektens rolle

• Anbefalinger for Cloud anvendelse
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Not all Cloud users are happy

https://fugue.co/resources/2017-06-27-state-of-cloud-infrastructure-operations-survey-2017.html
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6 hard truths IT must learn to accept:
2. You can't do everything in the cloud

• Six years ago, more than 40 percent of CIOs surveyed by Gartner believed they'd be running 
most of their IT operations in the cloud by now. While the vast majority of organizations run 
some business-critical systems in the cloud, full migration is still relatively uncommon.

• Instead, Gartner predicts that 90 percent of organizations will adopt a hybrid infrastructure by 
2020, keeping some IT resources in house while outsourcing others to public or private cloud 
providers.

• There's no question the cloud has had a dramatic impact on IT operations, but it hasn't always 
lived up to the hype. A June 2017 survey of 300 IT pros found that 80 percent said the cloud 
wasn't meeting their expectations due to problems with security, compliance, complexity and 
cost. According to a January 2017 survey by cloud management firm RightScale, from 30 to 45 
percent of enterprise cloud spend is wasted.

• That's because a lot of companies reflexively moved to the cloud with no clear understanding of 
why or how to do it, says Lowe.

• "Merely moving a critical service to the cloud does not automatically make it more reliable or 
scalable," he says. "To truly take advantage of the cloud, software needs to be 
architected and implemented differently, using microservices instead of monoliths."
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Public cloud adaption (IaaS) comparison by year

https://www.rightscale.com/lp/state-of-the-cloud?campaign=7010g0000016JiA
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Interxion cloud vendor offerings in Denmark

http://www.themetisfiles.com/wp-content/uploads/2015/11/Denmark-Cloudscape-Logographic-v1.1.png
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What is Cloud?

http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-145.pdf

• The US National Institute of Standards and Technology (NIST) Definition of Cloud 
Computing Cloud computing is: 

• A model for enabling ubiquitous, convenient, on-demand network access to a 
shared pool of configurable computing resources (e.g., networks, servers, 
storage, applications, and services) that can be rapidly provisioned and released 
with minimal management effort or service provider interaction. 

• This cloud model is composed of five essential characteristics, three service 
models, and four deployment models.
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Essential Characteristics:

http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-145.pdf

1. On-demand self-service. A consumer can unilaterally provision computing capabilities, such as server time 
and network storage, as needed automatically without requiring human interaction with each service 
provider. 

2. Broad network access. Capabilities are available over the network and accessed through standard 
mechanisms that promote use by heterogeneous thin or thick client platforms (e.g., mobile phones, tablets, 
laptops, and workstations). 

3. Resource pooling. The provider’s computing resources are pooled to serve multiple consumers using a 
multi-tenant model, with different physical and virtual resources dynamically assigned and reassigned 
according to consumer demand. There is a sense of location independence in that the customer generally 
has no control or knowledge over the exact location of the provided resources but may be able to specify 
location at a higher level of abstraction (e.g., country, state, or datacenter). Examples of resources include 
storage, processing, memory, and network bandwidth. 

4. Rapid elasticity. Capabilities can be elastically provisioned and released, in some cases automatically, to 
scale rapidly outward and inward commensurate with demand. To the consumer, the capabilities available for 
provisioning often appear to be unlimited and can be appropriated in any quantity at any time. 

5. Measured service. Cloud systems automatically control and optimize resource use by leveraging a 
metering capability1 at some level of abstraction appropriate to the type of service (e.g., storage, 
processing, bandwidth, and active user accounts). Resource usage can be monitored, controlled, and 
reported, providing transparency for both the provider and consumer of the utilized service.
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Service Models: 

http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-145.pdf

1. Software as a Service (SaaS). The capability provided to the consumer is to use the provider’s applications 
running on a cloud infrastructure2 . The applications are accessible from various client devices through either 
a thin client interface, such as a web browser (e.g., web-based email), or a program interface. The consumer 
does not manage or control the underlying cloud infrastructure including network, servers, operating 
systems, storage, or even individual application capabilities, with the possible exception of limited 
userspecific application configuration settings. 

2. Platform as a Service (PaaS). The capability provided to the consumer is to deploy onto the cloud 
infrastructure consumer-created or acquired applications created using programming languages, libraries, 
services, and tools supported by the provider. The consumer does not manage or control the underlying 
cloud infrastructure including network, servers, operating systems, or storage, but has control over the 
deployed applications and possibly configuration settings for the application-hosting environment. 

3. Infrastructure as a Service (IaaS). The capability provided to the consumer is to provision processing, 
storage, networks, and other fundamental computing resources where the consumer is able to deploy and 
run arbitrary software, which can include operating systems and applications. The consumer does not 
manage or control the underlying cloud infrastructure but has control over operating systems, storage, and 
deployed applications; and possibly limited control of select networking components (e.g., host firewalls).

4. New acronyms is formed like iPaas (Intergration platforms as a Service) and iSaaS (Intergration software as 
a Service) 
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Examples on Cloud Service

http://www.barkatconsulting.com/consolidation-and-virtualization/
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Deployment Models:

http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-145.pdf

1. Private cloud. The cloud infrastructure is provisioned for exclusive use by a single 
organization comprising multiple consumers (e.g., business units). It may be owned, managed, 
and operated by the organization, a third party, or some combination of them, and it may exist 
on or off premises. 

2. Community cloud. The cloud infrastructure is provisioned for exclusive use by a specific 
community of consumers from organizations that have shared concerns (e.g., mission, security 
requirements, policy, and compliance considerations). It may be owned, managed, and 
operated by one or more of the organizations in the community, a third party, or some 
combination of them, and it may exist on or off premises. 

3. Public cloud. The cloud infrastructure is provisioned for open use by the general public. It 
may be owned, managed, and operated by a business, academic, or government organization, 
or some combination of them. It exists on the premises of the cloud provider. 

4. Hybrid cloud. The cloud infrastructure is a composition of two or more distinct cloud 
infrastructures (private, community, or public) that remain unique entities, but are bound 
together by standardized or proprietary technology that enables data and application 
portability (e.g., cloud bursting for load balancing between clouds). 
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Hybrid cloud – combinations of Clouds

https://www.researchgate.net/figure/260192916_fig2_Figure-32-Cloud-deployment-model
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Architectural Comparison of Ownership by Cloud 
Layer and how much should you manage?
https://www.gartner.com/binaries/content/assets/events/keywords/catalyst/catus8/2017_planning_guide_for_cloud.pdf
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Amazon 
AWS 
services
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http://www.conceptdra
w.com/How-To-
Guide/aws-icons-1
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Gartner's Cloud Adoption Framework
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Amazon AWS Cloud adoption framework

https://d1.awsstatic.com/whitepapers/aws_cloud_adoption_framework.pdf
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AWS cloud adoption framework
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Cloud adoption
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Using Business Capability Model Overlays to 
Prioritize Cloud Initiatives
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Building your cloud?
https://www.slideshare.net/AmazonWebServices/aws-enterprise-summit-london-2015-gartner-keynote-the-future-of-cloud-iaas-keynote

page 23



Cloud migration considerations
- choose the right migration from current environment

24

Re-host

•Lift’n’shift the application 1-1. Also cover terms as “re-platform”.

•Only change is the underlying infrastructure from on-premise to IaaS

•Overestimation of environment for high utilization peaks are unchanged

•Not recommended for cloud journey beside learning tasks

Re-factor

•Light modifications to the application using PaaS components ensuring back-ward compatibility

•Primary change is redeploy to PaaS components while maintaining architecture

•Not recommended for cloud journey beside learning tasks

Re-
architect

•Modify due to modernization needs for part of application and deploy via re-host or re-factor.

•Changes to part of application, which could lead to changed migration scope.

•Only recommended when it makes sense for (changed) migration scope. 

Re-build

•Complete re-build the application using PaaS components

•Changes the architecture completely

•Suitable for cloud-native work loads, and recommended for these migration scopes

Re-place

•Replace (discard) the existing application (or set of applications) completely with a commercial SaaS 
product

•Changes complete the architecture as SaaS is the choice

•Recommended when it makes sense as general SaaS evaluation.

Source: Gartner



Application Migration Approaches
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Applications cloud 
assessment
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Application Migration to the Cloud

http://www.appsassociates.com/application-migration

page 27



Amazon AWS Application migration strategy

https://www.slideshare.net/AmazonWebServices/application-portfolio-migration
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Application portfolio assesment

https://www.slideshare.net/AmazonWebServices/application-portfolio-migration
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Private Cloud Implementations

https://www.gartner.com/binaries/content/assets/events/keywords/catalyst/catus8/2017_planning_guide_for_cloud.pdf
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Document your Cloud strategy

https://www.gartner.com/doc/3563017/designing-cloud-strategy-document
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Tasks to develope your Cloud Strategy

https://www.gartner.com/doc/3563017/designing-cloud-strategy-document
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Business and IT Drivers
33

Business drivers
End users and PaaS development in business 
units

Flexibility – adjust “on the fly” 
to changing requirements 
(scale up/down)

Solutions only available on 
cloud

Ease of use – self service 
concept

Speed to market – high degree 
of automation

Cost for what you use, “pay-
as-you-go”

IT Drivers

Elastic computing and 
scalability – as services

New technology enabled –
increased service offerings

Supplement to on premise 
offering 

Global enablement

Cost management – flexible 
cost models



Principles for cloud adoption 
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Existing governance adapt cloud solution management

Cloud are chosen for solutions when business and IT 
drivers are best enabled

Build a hybrid cloud environment with multiple 
vendors

On-premise and cloud solutions are equally secure 
and compliant

Intellectual properties (IP) in cloud solutions must be 
fully owned and accessible

Managing SaaS, PaaS and IaaS are internal competences for 
being in control and serve the business



Organisational model

https://blogs.vmware.com/cloudops/devops Inspired
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Cloud assessment of Business Agreement with a 
cloud SaaS application vendor (DONG energy)

page 36

IT support in the 
Company

Business user

Cloud SaaS
vendor

?

?



Company internal business owner to secure
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Cloud SaaS vendor to secure
page 38



Recommendation

• Depending on you needs you can choose to look at the cloud as an extension of 
your on premise data center offering dynamic capacity support and some cost 
(capex) advance's

• Or 

• you can look at cloud as a paradigm shift of it development and technology, in 
order to utilize disruptive technologies Internet of things, Mobility, social, 
Analytics (nexus of forces/ SMACIT) in order to support your business 
development 
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Cloud Architect working areas and possible
organisational role

https://www.gartner.com/binaries/content/assets/events/keywords/catalyst/catus8/analyzing_the_role_and_skills_of_cloud_architect.pdf
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New IT Roles Checklist
https://www.cebglobal.com/content/dam/cebglobal/us/EN/best-practices-decision-support/information-technology/pdfs/cio-new-roles-
checklist.pdf
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Omlægning af udviklings paradigme til container 
based
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Example of Depicturing the maturity level of own 
company level of readiness

https://container-solutions.com/cloud-native-maturity-matrix/
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Container Solutions Cloud Migration Method
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Det rige billede Container / Docker / Kubernetes
https://hackernoon.com/the-best-architecture-with-docker-and-kubernetes-myth-or-reality-77b4f8f3804d

29. juni 2018
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Recommendation

• Start small, use the existing, aim for a vision

• Appoint cloud enabler role – cloud architect

• Create CoE for Cloud, find the ambassadors

• Make cloud strategy document for the context

• Encourge employees, make playground, educate employees

• Understand the impact – understand security

• Awareness – de-mystify the cloud, remove uncertainty

• Let IaaS and PaaS be IT capabilities - educate business for SaaS usage
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Recommendation 

• Don’t go cloud without a cloud strategy showing the business areas that benefit from the cloud use and the scope of the 
cloud use requested

• Secure your application portfolio documented in a repository in order to perform a cloud readiness assessment of the 
portfolio to determine “workloads” that can move to the cloud, current cloud applications shall also be in the repository.

• Don’t go for a IaaS, PaaS to SaaS stepwise migration, go to SaaS first if possible

• Your will be in many cases responsible for the data / information part of your cloud solution. You will need to have data 
governance and master data management skills in place in your organisation

• You will end up in a multi cloud environment where you will have point solutions in different clouds and a main cloud vendor 
in your setup. You will need access to the cloud management system, in order to follow the cloud use (workload) and billing.

• In order to integrate your cloud solutions and your on Premise datacenter you will need a Hybrid integration platform to 
facilitate data integrations both in cloud, between and on premise.

• Consider and investigate if  your private cloud can go to Public Cloud instead

• Investigate and consider your exit strategy and plans for the cloud vendor (getting data and configurations out and into new 
cloud vendor)

• Investigate that your IAM (Identity & Access management) solution also include cloud access and authentication and 
authorization data exchange       
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Questions?
page 48


